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1
LOG INFORMATION MANAGEMENT
APPARATUS FOR IMAGE FORMING
APPARATUS, WHICH MANAGES JOB
HISTORY PERFORMED BY USER

This application is based on Japanese Patent Application
No. 2010-239853 filed with the Japan Patent Office on Oct.
26, 2010, the entire content of which is hereby incorporated
by reference.

BACKGROUND OF THE INVENTION

1. Field of the Invention

The present invention relates to a log information manage-
ment apparatus for an image forming apparatus, the image
forming apparatus, a method for controlling the log informa-
tion management apparatus for the image forming apparatus,
and a recording medium in which a control program of the log
information management apparatus for the image forming
apparatus is stored, more specifically to a log information
management apparatus for an image forming apparatus,
which manages a job history performed by a user, the image
forming apparatus, a method for controlling the log informa-
tion management apparatus for the image forming apparatus,
and a recording medium in which a control program of the log
information management apparatus for the image forming
apparatus is stored.

2. Description of the Background Art

Examples of an electrophotographic image forming appa-
ratus include an MFP (Multi Function Peripheral) having a
scanner function, a facsimile function, a copying function, a
printer function, a data communication function, and a server
function, a facsimile machine, a copying machine, and a
printer.

In the image forming apparatus, there is a system in which
auser is authenticated using an IC (Integrated Circuit) card to
permit only the authenticated user to use the image forming
apparatus. In the system, when the user brings the IC card into
contact with (or close to) a card reader that is connected to or
incorporated in the image forming apparatus, the image form-
ing apparatus authenticates the user to permit the user to
login.

Pieces of log information such as a login date and time of
the user, a history (hereinafter occasionally referred to as a job
history) of a job performed by the user in past times, and
billing information are stored in the image forming apparatus
or a server connected to the image forming apparatus. There
has been proposed a technology of writing the log informa-
tion in the log information IC card. According to the technol-
ogy, the user can confirm the log information on the user using
the IC card.

For example, in a program disclosed in Document 1, an
information processing apparatus identifier, a user identifier,
and an operation log on an input device, which are stored in a
portable storage medium, are read when the storage medium
is connected to an interface of a history management server,
and the pieces of history data are stored in a memory of the
history management server.

Document 1 Japanese Patent Laying-Open No. 2006-172074

Because it takes time to end the job since the job is per-
formed, it takes time to fix the job history. Specifically, in the
case of the job of facsimile transmission, although a manipu-
lation of the user is ended when a destination number is input
to scan a document, occasionally it takes several minutes to
complete the transmission since the user ends the manipula-
tion when the other party is on another line or when it takes
time to transmit a large amount of data. In the case of job to
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scan the document to transmit image data of the document by
an electronic mail, it takes time to complete the transmission
because image processing and the mail transmission process-
ing arc executed after the image is scanned. It takes time to
receive a reply of an error from a mail server when the mail is
not delivered.

Particularly, in the case that usage of the image forming
apparatus is charged to withdraw a billing amount (usage
charge) from electronic money saved in the IC card, the
billing amount is not fixed unless the job is completely ended.
Therefore, it is necessary that the IC card be held on the card
reader until the job is completely ended to fix the billing
amount, and it is necessary that the IC card be released after
the billing amount is written.

Although the IC card has an advantage that the login can be
performed only by touching the card reader, when the job
history is written in the IC card, it is necessary that the IC card
beheld (locked) on the card reader until the job history is fixed
even after the login. Therefore, unfortunately user-friendli-
ness of the IC card is degraded. In the configuration in which
the IC card is held on the card reader, it is necessary to
perform manipulations to put in (hold) the IC card on the card
reader and to take out (release hold of) the IC card from the
card reader. Therefore, unfortunately user-friendliness of the
IC card is degraded.

Additionally, in the configuration in which the IC card is
held on the card reader, the card reader is enlarged to increase
cost.

In the case that the billing information on the usage of the
image forming apparatus is not written in the IC card, it is
necessary to provide a server that manages the billing infor-
mation, which results in the enlargement of the system.

SUMMARY OF THE INVENTION

An object of the present invention is to provide a log
information management apparatus for a convenient image
forming apparatus, the image forming apparatus, a method
for controlling the log information management apparatus for
the image forming apparatus, and a recording medium in
which a control program of the log information management
apparatus for the image forming apparatus is stored.

Another object of the invention is to provide a log infor-
mation management apparatus for an image forming appara-
tus, which can suppress enlargement of the apparatus, the
image forming apparatus, a method for controlling the log
information management apparatus for the image forming
apparatus, and a recording medium in which a control pro-
gram of the log information management apparatus for the
image forming apparatus is stored.

According to an aspect of the present invention, a log
information management apparatus for an image forming
apparatus includes: an identification information acquisition
unit that acquires identification information on a user from an
information storage medium in which the identification infor-
mation is stored; a flag setting unit that sets a flag indicating
that processing relating to billing is not completed to the
information storage medium from which the identification
information is acquired by the identification information
acquisition unit; a determination unit that determines whether
the flag is set to the information storage medium from which
the identification information is acquired by the identification
information acquisition unit before the flag setting unit sets
the flag after the identification information acquisition unit
acquires the identification information; a job performing unit
that causes the image forming apparatus to perform a job after
the flag setting unit sets the flag; a history storage that causes
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a storage device to store a job history performed by the image
forming apparatus based on completion of the performance of
the job; a history writing unit that writes the job history in the
information storage medium in which the determination unit
determined that the flag is set, the job history being stored by
the history storage, the job history relating to the identifica-
tion information acquired by the identification information
acquisition unit; and a flag releasing unit that releases the flag
set by the flag setting unit after the job history is written by the
history writing unit.

The foregoing and other objects, features, aspects and
advantages of the present invention will become more appar-
ent from the following detailed description of the present
invention when taken in conjunction with the accompanying
drawings.

BRIEF DESCRIPTION OF THE DRAWINGS

FIG. 1 is a conceptual view illustrating a configuration of a
log information management system according to an embodi-
ment of the invention.

FIG. 2 is a block diagram illustrating a configuration of the
log information management system of the embodiment.

FIG. 3 is a plan view of an IC card 130.

FIG. 4 is a view schematically illustrating card storage
information stored in a storage 131 of IC card 130.

FIG. 5 is a view schematically illustrating a log informa-
tion table stored in an HDD 114 of a management server 110.

FIG. 6 is a view schematically illustrating an ID informa-
tion table stored in HDD 114 of management server 110.

FIG. 7 is a conceptual view illustrating writing of log
information in IC card 130.

FIG. 8 is a view schematically illustrating the card storage
information in a state in which a remaining processing flag is
set.

FIG. 9 is a view schematically illustrating the card storage
information immediately after previous log information is
written in the card storage information of FIG. 8 to release the
remaining processing flag.

FIG. 10 is a view schematically illustrating the log infor-
mation table immediately after the writing of the previous log
information is completed.

FIG. 11 is a view schematically illustrating the card storage
information immediately after login processing is completed.

FIG. 12 is a view schematically illustrating the log infor-
mation table after performance of a new job is completed.

FIG. 13 is a view schematically illustrating a display state
of'a display 132 when the remaining processing flag is set to
1C card 130.

FIG. 14 is a first half of a flowchart illustrating an operation
of the log information management system.

FIG. 15 is a second half of the flowchart illustrating the
operation of the log information management system.

FIG. 16 is a flowchart illustrating processing of a program
incorporated in a management server 110.

FIG. 17 is a flowchart illustrating processing of a program
incorporated in a card reader 120.

FIG. 18 is a block diagram illustrating a configuration of a
log information management system according to a first
modification of the embodiment.

FIG. 19 is a block diagram illustrating a configuration of a
log information management system according to a second
modification of the embodiment.

FIG. 20 is a block diagram illustrating a configuration of a
log information management system according to a third
modification of the embodiment.

10

15

20

25

30

35

40

45

50

55

60

65

4

FIG. 21 is a block diagram illustrating a configuration of a
log information management system according to a fourth
modification of the embodiment.

DESCRIPTION OF THE PREFERRED
EMBODIMENTS

Hereinafter, an embodiment of the present invention will
be described below with reference to the drawings.
Configuration of Log Information Management System

Referring to FI1G. 1, alog information management system
according to an embodiment includes a MFP 100, a manage-
ment server 110, and a card reader 120. MFP 100 and man-
agement server 110 are connected to each other through a
network 140, and card reader 120 is connected to MFP 100.
MEFP 100 includes a log information management apparatus.

Card reader 120 performs personal authentication using an
IC card 130 (an example of the information storage medium).
That is, card reader 120 conducts communication with IC
card 130 possessed by a user in a contact or noncontact
manner, acquires a card ID stored in a storage (IC unit) 131 of
IC card 130, and transmits the card ID to MFP 100. Card
reader 120 may be incorporated in MFP 100, provided near
MEFP 100 independently of MFP 100, or communicably con-
nected to MFP 100 through a USB cable.

Network 140 is a wired or wireless LAN (Local Area
Network). Network 140 is connected using a protocol of
TCP/IP (Transmission Control Protocol/Internet Protocol).
Devices connected to network 140 can transmit and receive
various pieces of data to and from each other. The devices
may be connected using a wide-area network such as the
Internet and an exclusive line instead of network 140.

FIG. 2 is ablock diagram illustrating a configuration of the
log information management system of the embodiment.

Referring to FIG. 2, MFP 100 includes a CPU (Central
Processing Unit) 11, a RAM (Random Access Memory) 12, a
ROM (Read Only Memory) 13, an HDD (Hard disk drive) 14
that is of a storage device, a communication interface (I/'F) 15,
a manipulation panel 16, an engine 17, a scanner 18.

CPU 11 controls the whole of MFP 100 with respect to
various jobs such as a scan job, a copy job, a mail transmitting
job, and a print job. CPU 11 performs a control program ofthe
log information management system, which is stored in ROM
13. CPU 11 performs predetermined processing to read data
of RAM 12 and ROM 13 to write data in RAM 12 and ROM
13.

RAM 12 is a main memory of CPU 11. RAM 12 is used to
store data necessary for CPU 11 to perform the control pro-
gram.

For example, ROM 13 is a flash ROM (Flash Memory).
Various programs and various pieces of fixed data are stored
in ROM 13 in order to operate MFP 100. ROM 13 may be a
memory that is not rewritable.

HDD 14 is a storage device that stores pieces of data, such
as print data, which are transmitted from an outside through
communication I/F 15, and image data captured by an origi-
nal reading unit (not illustrated).

Inresponse to an instruction from CPU 11, communication
I/F 15 conducts communication with an external device such
as another MFP and management server 110 through a LAN
using the communication protocol of TCP/IP.

Manipulation panel 16 includes a key input unit (not illus-
trated) including a numeral key pad and a start key and a
display (not illustrated) including a liquid crystal touch panel.
Manipulation panel 16 is used in various input manipulations
such as performance of various jobs by the user and logout.
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Engine 17 roughly includes a toner image forming unit, a
fixing device, and a sheet conveying unit. For example,
engine 17 forms an image on a sheet by an electrophoto-
graphic method. Engine 17 combines four-color images by
what is called a tandem system to form a color image on the
sheet. The toner image forming unit includes a photosensitive
body that is provided in each of colors of C (cyan), M (ma-
genta), Y (yellow), and K (black), an intermediate transfer
belt to which a toner image is transferred (primary transfer)
from the photosensitive body, and a transfer unit that transfers
(secondary transfer) the image from the intermediate transfer
belt to the sheet. The fixing device includes a heating roller
and a pressurizing roller. In the fixing roller, the sheet on
which the toner image is formed is conveyed while the sheet
is nipped between the heating roller and the pressurizing
roller, thereby heating and pressurizing the sheet. Therefore,
the fixing device melts toner adhering to the sheet, fixes the
toner to the sheet, and forms the image on the sheet. The sheet
conveying unit includes a sheet feed roller, a conveying roller,
and a motor that drives the sheet feed roller and the conveying
roller. The sheet conveying unit feeds the sheet from a sheet
feed cassette, and conveys the sheet in a casing of MFP 100.
The sheet conveying unit also discharges the sheet on which
the image is formed from the casing of MFP 100 to a sheet
discharge tray or the like.

Scanner 18 reads the image of the original to converts the
image into image data that is of electronic data.

Management server 110 is a personal computer (PC) that
includes a CPU 111, a RAM 112, a ROM 113, an HDD 114,
acommunication I/'F 115, a display 116 such as a monitor, and
an input unit 117 such as a keyboard and a mouse.

CPU 111 conducts communication with MFP 100 and card
reader 120, and executes various control programs according
to a communication result. Particularly, CPU 111 executes
processing in response to an instruction or an inquiry from
MEFP 100. CPU 111 executes predetermined processing to
read data of RAM 112 and ROM 113 to write data in RAM
112 and ROM 113.

RAM 112 isa main memory of CPU 111. RAM 112 is used
to store data necessary for CPU 111 to perform the control
program.

For example, ROM 113 is a flash ROM. Various programs
and various pieces of fixed data are stored in ROM 113 in
order to operate management server 110. ROM 113 may be a
memory that is not rewritable.

HDD 114 is a storage device that stores log information
table (log database) (FIG. 5) and ID information table (FIG.
6).

In response to an instruction from CPU 111, communica-
tion I/F 115 conducts communication with an external device
such as MFP 100 through the LAN using the communication
protocol of TCP/IP.

Card reader 120 includes a CPU 121, an authentication
medium communication unit 123, a communication I/F 125,
a RAM 127, and a ROM 129.

CPU 121 executes various programs stored in ROM 129.
CPU 121 conducts communication with MFP 100 and man-
agement server 110, and executes various control programs
according to a communication result. CPU 121 executes the
various control programs when IC card 130 is brought close
to authentication medium communication unit 123.

For example, when IC card 130 is brought close to authen-
tication medium communication unit 123, CPU 121 senses IC
card 130. Then CPU 121 reads information stored in IC card
130 with authentication medium communication unit 123.
CPU 121 transmits the read information to MFP 100 and
management server 110.
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Authentication medium communication unit 123 includes
an antenna and a wireless circuit, which generate a magnetic
field in order to conduct communication with IC card 130,
and a circuit that demodulates and decodes the received infor-
mation. Authentication medium communication unit 123 sets
and releases a flag to and from IC card 130, and writes log
information. Authentication medium communication unit
123 can control a display state of a display 132 of IC card 130.
Authentication medium communication unit 123 is operated
under the control of CPU 121.

Communication I/F 125 is connected to communication
I/F 15 of MFP 100 through the USB cable. Therefore, card
reader 120 is communicably connected to MFP 100 and man-
agement server 110.

Card reader 120 may have a function (of being able to leave
IC card 130 on card reader 120) of retaining IC card 130 while
the information is read from or written in IC card 130.

FIG. 3 is a plan view of IC card 130.

Referring to FIG. 3, IC card 130 is what is called a non-
contact IC card. IC card 130 includes a storage 131 that is
buried therein and an antenna (not illustrated). When IC card
130 is brought close to the antenna of authentication medium
communication unit 123, a current is generated in the antenna
of IC card 130 by electromagnetic induction. Storage 131 is
driven using the current as a power source. When storage 131
is driven, storage 131 modulates information stored therein
and outputs a radio wave from the antenna. The card storage
information (FIG. 4) is stored in storage 131. Card reader 120
can read the information stored in storage 131 by receiving
and demodulating the radio wave. A contact IC card may be
used as IC card 130.

IC card 130 is distributed to each user of MFP 100, and
used to authenticate each user. The card storage information
stored in storage 131 of IC card 130 distributed to each user
includes a card ID that is of identification information on the
user and the log information.

As used herein, the log information means a history relat-
ing to general manipulation of MFP 100, which is performed
by the user in past times. The log information includes an
operation log and a job history. The operation log means
information on login of the user, a manipulation content of
MFP 100, and logout. The job history means a history relating
to a job performed by the user. The job history includes a job
performance time, a job content, and job billing information.

Electronic money may be saved in IC card 130, and a usage
charge of the performed job may be collected from the elec-
tronic money saved in IC card 130. The log information
stored in IC card 130 may include billing information on the
performed job. The billing information means information on
billing of the job. The billing information includes the usage
charge of the job and information on a balance of the elec-
tronic money saved in IC card 130.

IC card 130 also includes display 132. Display 132 changes
a display state by electric or magnetic action. For example,
display 132 includes a liquid crystal display. Display 132
displays the state of IC card 130 to the outside.

Card Storage Information, Log Information Table, and ID
Information Table

FIG. 4 is a view schematically illustrating the card storage
information stored in storage 131 of IC card 130.

Referring to FIG. 4, the card storage information stored in
storage 131 includes the card ID and the log information. The
card ID means the identification information on the user who
is an owner of IC card 130. In FIG. 4, an eight-digit number
“12345678” is the card ID.

The log information is stored in the card storage informa-
tion of FIG. 4 in each performed job. The log information on
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one job is stored in a horizontal direction (row direction) of
the table. Items of a “login time”, a “job performance time”,
a “job content”, a “usage charge” (the billing amount of the
job), and “balance” (balance of the electronic money saved in
IC card 130) are stored as the log information. The “login
time” is the manipulating log, and the “job performance
time”, the “job content”, the “usage charge, and the “balance”
are the job history. Particularly, the “usage charge™ and the
“balance” correspond to the information (billing information)
on the usage charge (billing amount) of the job in the job
history. The pieces of log information are arrayed in a vertical
direction (column direction) of the table in a reverse chrono-
logical order of the job performance time.

As can be seen from the card history information of FIG. 4,
for example, the user who is the owner of IC card 130 logins
to MFP 100 at 11:30:10 on Feb. 22, 2010, and performs the
job to perform facsimile transmission of four A4-size docu-
ments at 11:30:31 on Feb. 22, 2010. The usage charge of the
job is 100 yen, and the balance of the electronic money saved
in IC card 130 becomes 2610 yen as a result of the withdrawal
of the usage charge of the job.

Anitem of a “remaining processing flag” (log writing flag)
relating to the billing is provided on the right of each piece of
log information, and the remaining processing flag can be set
to each piece of log information. The case in which the
remaining processing flag is set means that, in the billing
processing, the log information (previous log information) in
the previous login is not written in IC card 130 yet (processing
is not completed but remains).

FIG. 5 is a view schematically illustrating the log informa-
tion table stored in HDD 114 of management server 110.

Referring to FIG. 5, the pieces of log information that are
not written in IC card 130 are stored in the log information
table in each performed job. The log information on one job is
stored in the horizontal direction (row direction) of the table.
Items of a “‘user name” (the user name performing the job),
the “card ID” (the card ID possessed by the user who per-
forms the job), the “login time”, the “job performance time”,
the “job content”, a “login result” (whether the login is cor-
rectly received), and the “usage charge” are stored as the log
information. The “login result” corresponds to the operation
log. The pieces of log information are arrayed in the vertical
direction (column direction) of the table in the reverse chro-
nological order of the job performance time.

As can be seen from the log information table of FIG. 5, for
example, the user who has the user name of “ABCD” and the
card ID 012345678 logins to MFP 100 at 13:12:35 on Feb.
28,2010, and performs the job to perform the facsimile trans-
mission of 21 Ad-size documents at 13:14:30 on Feb. 28,
2010, but the job is not written in IC card 130 of the user yet.

The log information table includes the log information on
the job that is not correctly completed in addition to the job
that is correctly completed. For example, the job that is not
correctly completed includes the case in which a destination
of an electronic mail is unclear in the job to transmit the
electronic mail and the case in which a jam is generated in the
job to copy the document.

The log information table may be stored in HDD 14 of
MFP 100 instead of storing the log information table in HDD
114 of management server 110. With reference to FIG. 18, the
case in which the log information table is stored in HDD 14 of
MFP 100 is described later.

FIG. 6 is a view schematically illustrating the ID informa-
tion table stored in HDD 114 of management server 110.

Referring to FIG. 6, in the ID information table, ID infor-
mation on one user is stored in the horizontal direction (row
direction). Items of the “card ID”, the “user name” (the user
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name who is the owner of the IC card in which the card ID is
stored), and “usage of MFP” (information on whether the user
is permitted to use MFP 100) are stored as the ID information.

As can be seen from the ID information of FIG. 6, for
example, the user who has the card ID of 12345678 and the
user name of “ABCD” is permitted to use MFP 100, while the
user who has the card ID of “32465784” and the user name of
“A815” is not permitted to use MFP 100.

In response to an inquiry from MFP 100, management
server 110 searches the card ID that is matched with the card
ID, which is received from card reader 120, from the 1D
information table, and management server 110 determines
whether the user of the card ID is permitted to use MFP 100.
When the user is permitted to use MFP 100, management
server 110 notifies MFP 100 that the card 11l can be used.
When the user is not permitted to use MFP 100, or when the
corresponding card ID does not exists in the ID information
table, management server 110 notifies MFP 100 that the card
ID cannot be used. The ID information table is produced such
that a manager of the log information management system
inputs each item.

Method for writing Log Information in IC Card

A method for writing the log information in IC card 130 of
the embodiment will be described below.

FIG. 7 is a conceptual view illustrating the writing of the
log information in IC card 130. Although only the items ofthe
login time, the job content, and the remaining processing flag
are illustrated in the card storage information of FIG. 7, it is
assumed that the items illustrated in FIG. 4 are included in the
actual card storage information.

Referring to FIG. 7, in performing the authentication with
IC card 130, the user passes IC card 130 of the user over card
reader 120 as illustrated by an arrow X1.

When card reader 120 senses IC card 130, card reader 120
reads the card ID and the remaining processing flag of IC card
130 to transmit the card ID and the remaining processing flag
to MFP 100. As illustrated by an arrow X2, MFP 100 deter-
mines whether the remaining processing flag is set to the card
history information of IC card 130.

When the remaining processing flag is set to the card his-
tory information of IC card 130, remaining processing of
writing predetermined data in IC card 130 is performed. That
is, management server 110 searches the log information from
the log information table by the card ID. Because the log
information that is not written in IC card 130 yet is recorded
in the log information table, the searched log information is
the not-yet-written log information that is of the log informa-
tion in the previous login of the user who is the owner of IC
card 130. MFP 100 acquires the previous log information
found by the search, and the log information is written in the
card storage information of IC card 130 in response to the
instruction of MFP 100 as illustrated by an arrow X3. When
the previous log information is written, the items in the log
information table, namely, the “login time, the “job perfor-
mance time”, the “job content”, “usage charge”, and the “bal-
ance” are written in the card storage information.

When the writing in IC card 130 is completed, the written
log information is deleted from the log information table in
response to the instruction of MFP 100, and the remaining
processing flag set to IC card 130 is released (cleared) in
response to the instruction of MFP 100. When the user does
not perform the job in the previous login, the log information
performed by the user is not stored in the log information
table. In this case, nothing is written in IC card 130 (or only
the operation logs such as the login time and the logout time
are written in IC card 130), and the remaining processing flag
is released.
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After the remaining processing flag set to IC card 130 is
released, or when the remaining processing flag is not set to
1C card 130, MFP 100 executes login processing of the user as
illustrated by an arrow X4. That is, the next authentication
cannot be performed unless the remaining processing flag is
released, but the login is permitted after the remaining pro-
cessing flag is released.

On the other hand, when the remaining processing flag is
not set to the card history information of ID card 130, because
the previous log information is already written in ID card 130
(post-processing is completed), MFP 100 directly executes
the login processing of the user.

When the job to which the login processing is completed
can be performed (when the new job is started), the remaining
processing flag is newly set to ID card 130 in response to the
instruction of MFP 100 as illustrated by an arrow X5. The
newly-set remaining processing flag means that the log infor-
mation (current log information) in the current login is not
written in IC card 130 yet. When the remaining processing
flag is set to ID card 130, IC card 130 can be taken away from
card reader 120. The login time may be written in the card
storage information when the remaining processing flag is
set.

When MFP 100 performs the job after the login, the log
information including the job history is produced in the log
information table in response to the instruction of MFP 100
after the job is completed.

When the user logouts after performing the job, the data
can occasionally be written in IC card 130 for the reason that
IC card 130 is retained by card reader 120. In such cases, MFP
100 acquires the current log information from the log infor-
mation table, and the current log information is written in the
card storage information of IC card 130 in response to the
instruction to MFP 100. After the current log information is
written in the card storage information, the written current log
information is deleted from the log information table in
response to the instruction of MFP 100, and the remaining
processing flag set to the card storage information is released.
When the remaining processing flag is released, the user is
permitted to take IC card 130 away from card reader 120.
Thus, the remaining processing and the logout are collec-
tively executed when the log information can be written in IC
card 130 during the logout.

When the current log information is written in IC card 130
during the logout, because the remaining processing flag of
IC card 130 is released, the current log information is not
written in IC card 130 during the next login. However, in the
system in which card reader 120 performs the authentication
using noncontact IC card 130, frequently the user removes IC
card 130 when the user authentication is ended (frequently
the user performs touch authentication). In such systems, the
current log information cannot be written in IC card 130
during the logout. In such cases, when card reader 120 senses
IC card 130 next time (during the next login), the current log
information is written based on the remaining processing flag
in response to the instruction of MFP 100, MFP 100 executes
the login processing subsequent to the remaining processing.

In the case that the usage charge of the performed job is
collected from the electronic money saved in IC card 130, a
given amount of money may be collected from the electronic
money saved in IC card 130 by card reader 120 when the
remaining processing flag is newly set after the login process-
ing. In this case, a balance amount between the previously-
collected given amount of money and the usage charge of the
performed job may be settled (refunded or collected) when
the log information is written in the card storage information
by card reader 120. In the case that the settlement cannot be
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performed, the next login may be rejected by MFP 100, or
MEFP 100 may reject the performance of the new job.

FIG. 8 is a view schematically illustrating the card storage
information in a state in which the remaining processing flag
is set.

Referring to FIG. 8, the remaining processing flag is set to
the previous log information. The items of the “login time”,
the “job performance time”, the “job content”, the “usage
charge”, and the “balance” ofthe previous log information are
not written yet.

FIG. 9 is a view schematically illustrating the card storage
information immediately after the previous log information is
written in the card storage information of FIG. 8 to release the
remaining processing flag.

Referring to FIG. 9, the items of the “login time” (at 13:12:
35onFeb. 28,2010), the “job performance time” (at 13:14:30
on Feb. 28, 2010), the “job content” (facsimile transmission
of'21 A4-size documents), the “usage charge” (200 yen), and
the “balance” (2410 yen) of the previous log information,
which are not written in the card storage information of FI1G.
8, are written. As a result of searching the log information
table of FIG. 5, the items are obtained based on the card ID of
“12345678” of IC card 130. The item of the remaining pro-
cessing flag becomes blank.

FIG. 10 is a view schematically illustrating the log infor-
mation table immediately after the writing of the previous log
information is completed.

Referring to FIG. 10, when the writing of the previous log
information is completed, the written log information (the log
information on the user name “ABCD” of FIG. 5) is deleted
from the log information table of FIG. 5.

FIG. 11 is a view schematically illustrating the card storage
information immediately after the login processing is com-
pleted.

Referring to FIG. 11, the remaining processing flag is
newly set to the card storage information immediately after
the login processing is completed. The items of the “login
time”, the “job performance time”, the “job content”, and the
“usage charge” are not written. This is attributed to the fact
that the specific contents of the job are not fixed yet because
the instruction to perform the job is not received yet from the
user immediately after the login processing is completed.

FIG. 12 is a view schematically illustrating the log infor-
mation table after performance of a new job is completed.

Referring to FIG. 12, after the performance of the new job
is completed, the user who performs the job, the card ID, the
job performance time, the job content, and the usage charge of
the job are fixed. The “login time” and the “login result” are
already fixed during the login processing. The new log infor-
mation including the “user name” (ABCD), the “card 1D”
(12345678), the “login time” (at 17:25:31 on Feb. 28, 2010),
the “job performance time” (at 17:26:2 on Feb. 28, 2010), the
“job content”, (monochrome print of 8 A4-size sheets), the
“login result” (successful login), and the “usage charge” (80
yen) is produced in the log information table. The produced
log information is stored in the log information table until
written in the card storage information of IC card 130.
Relationship between Remaining Processing Flag and Dis-
play of IC Card

In the case that IC card 130 includes display 132, the
display state of display 132 may be changed according to the
setting or release of the flag.

FIG. 13 is a view schematically illustrating a display state
of'display 132 when the remaining processing flag is set to IC
card 130. Storage 131 is not illustrated in FIG. 13 because
storage 131 is buried in IC card 130.
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Referring to FIG. 13, when the remaining processing flag is
set, the display state of display 132 is changed so as to indicate
that the remaining processing flag is set. In FIG. 13, charac-
ters of “existence of not-yet-written information” are dis-
played on display 132. Therefore, the user is informed that the
not-yet-written log information exists in IC card 130, and the
user can be encouraged to write the log information.

Instead of displaying the characters on display 132, a color
of display 132 may be changed, or a specific mark may be
added on display 132.

When the setting of the remaining processing flag is
released, the display state of display 132 is returned to an
original state (the state in which nothing is displayed as illus-
trated in FIG. 3). When the setting of the remaining process-
ing flag is released, the characters such as “already settled”
may be displayed on display 132 in addition to the state of
FIG. 3.

Instead of displaying the characters such as “existence of
not-yet-written information” or “already settled”, the card
storage information of FIG. 4 may be displayed on display
132.

Operation of Log Information Management System

With reference to FIGS. 14 to 17, operations of MFP 100,
management server 110, and card reader 120 in the log infor-
mation management system will be described below.

Referring to FIG. 14, when the user touches card reader
120 with IC card 130 (passes IC card 130 over card reader
120) in order to login to MFP 100, CPU 121 of card reader
120 acquires the card ID and the information on the setting of
the remaining processing flag from the card storage informa-
tion of IC card 130, and starts communication with MFP 100
to transmit the card ID and the information on the setting of
the remaining processing flag (S1). When the communication
with card reader 120 is started (YES in S2), CPU 11 of MFP
100 acquires the card ID (identification information) and the
information on the setting of the remaining processing flag
from card reader 120 (S3), and CPU 11 makes an inquiry to
management server 110 whether the acquired card ID can be
used (S4). When receiving the inquiry about the card ID from
MFP 100, CPU 111 of management server 110 refers to the
ID information table stored (memorized) in HDD 114 and
replies to MFP 100 about the inquiry whether the card ID can
be used (S5). When CPU 11 of MFP 100 receives the reply
that the acquired card ID cannot be used from management
server 110 (NO in S6), CPU 11 does not allow the usage of
MEFP 100, and the processing is ended. On the other hand,
when CPU 11 receives the reply that the acquired card ID can
be used from management server 110 (YES in S6), CPU 11
determines (checks) whether the remaining processing flag is
set to IC card 130 based on the information on the setting of
the remaining processing flag acquired from card reader 120
(SD.

When CPU 11 determines that the remaining processing
flagis setin Step S7 (YES in S7), the previous log information
is not written in IC card 130 yet. In this case, CPU 11 makes
an inquiry to management server 110 about the log informa-
tion on the acquired card ID (S8). When receiving the inquiry
about the log information from MFP 100, CPU 111 of man-
agement server 110 acquires the log information correspond-
ing to the card ID in question from the log information table
stored in management server 110, and transmits the log infor-
mation to MFP 100 (S9). When acquiring the log information
corresponding to the card ID from management server 110
(S8), CPU 11 of MFP 100 transmits the acquired log infor-
mation to card reader 120, and issues an instruction to card
reader 120 to write the log information in IC card 130 (S10).
In response to the instruction to write the log information in
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IC card 130 from MFP 100, CPU 121 of card reader 120
writes the received log information in IC card 130 (S11). On
the other hand, when CPU 11 determines that the remaining
processing flag is not set in Step S7 (NO in S7), the previous
log information is already written in IC card 130. In this case,
CPU 11 goes to Step S21.

After issuing the instruction to write the log information in
IC card 130 in Step S10, CPU 11 of MFP 100 determines
whether the writing of the log information in IC card 130 is
completed (ended) (S12). When the writing of the log infor-
mation in IC card 130 is completed (YES in S12), CPU 11
issues an instruction to management server 110 to delete the
written log information from the log information table (S13),
and CPU 11 issues an instruction to card reader 120 to release
the remaining processing flag from IC card 130 (S15). In
response to the instruction to delete the log information from
MFP 100, CPU 111 of management server 110 deletes the log
information from the log information table (S14). In response
to the instruction to release the remaining processing flag
from MFP 100, CPU 121 of card reader 120 releases the
remaining processing flag from IC card 130 to change the
display state of the display 132 to the state in which nothing
is displayed (the state of FIG. 3) (S16). After issuing the
instruction to release the remaining processing flag in Step
S16, CPU 11 of MFP 100 goes to Step S21 of FIG. 15.

In Step S21, CPU 11 of MFP 100 executes the processing
in which the user logins to MFP 100 (S21). After completing
the login processing, CPU 11 issues an instruction to card
reader 120 to newly set the remaining processing flag to IC
card 130 (S22) and goes to Step S24. In response to the
instruction to set the remaining processing flag from MFP
100, CPU 121 of card reader 120 sets the remaining process-
ing flag to IC card 130 to display the characters of “existence
of not-yet-written information” on display 132 (S23).

In Step S24, CPU 11 of MFP 100 receives the setting of the
job from the user through, for example, manipulation panel
16 (S24), and CPU 11 determines whether the job is started
within a given time (S25). When MFP 100 starts the job
within the given time (YES in S25), CPU 11 issues an instruc-
tion to management server 110 to store the new log informa-
tion on the completed job in the log information table after the
job is completed (S26), and CPU 11 goes to Step S28. In
response to the instruction to store the log information from
CPU 11, CPU 111 of management server 110 stores the log
information on the completed job in the log information table
(S27). On the other hand, when MFP 100 does not start the job
within the given time (NO in S25), CPU 11 goes to Step S28.

In Step S28, CPU 11 of MFP 100 determines whether the
user logouts within a given time (S28). When the user does
not logout within the given time (NO in S28), CPU 11 returns
to Step S24 to receive the setting of the job from the user
(S24).

In Step S28, when the user logouts within the given time
(YES in S28), CPU 11 makes an inquiry to card reader 120
about whether IC card 130 is placed on card reader 120 (S29).
When receiving the inquiry about IC card from MFP 100,
CPU 121 of card reader 120 replies to MFP 100 about the
inquiry whether IC card 130 is placed on card reader 120
(S30). In Step S30, when the log information can be written in
IC card 130 even if IC card 130 is not placed on card reader
120, the reply that IC card 130 is placed on card reader 120
may be made. For example, when the user passes IC card 130
over card reader 120 during the logout, the log information
can be written in IC card 130.

Based on the reply from card reader 120 in Step S30, CPU
11 of MFP 100 determines whether IC card 130 is placed on
card reader 120 (S31). When determined that IC card 130 is
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placed on card reader 120 (YES in S31), CPU 11 transmits the
log information on the completed job to card reader 120, and
issues an instruction to card reader 120 to write the log infor-
mation in IC card 130 (S32). In response to the instruction to
write the log information from MFP 100, CPU 121 of card
reader 120 writes the log information on the completed job in
IC card 130 (S33). When determined that IC card 130 is not
placed on card reader 120 (NO in S31), CPU 11 returns to
Step S1 of FIG. 14 without performing the writing of the log
information in IC card 130.

After the writing of the log information in IC card 130 is
completed, CPU 11 of MFP 100 issues an instruction to
management server 110 to delete the written log information
from the log information table (S34). CPU 11 also issues an
instruction to card reader 120 to release the remaining pro-
cessing flag from IC card 130 (S36). After issuing the instruc-
tions to delete the log information and to release the remain-
ing processing flag, CPU 11 returns to Step S1 of FIG. 14. In
response to the instruction to delete the log information from
MFP 100, CPU 111 of management server 110 deletes the log
information from the log information table (S35). In response
to the instruction to release the remaining processing flag
from MFP 100, CPU 121 of card reader 120 releases the
remaining processing flag from IC card 130 to change the
display state of display 132 to the state in which nothing is
displayed (the state of FIG. 3) (S37).

FIG. 16 is a flowchart illustrating processing of a program
incorporated in management server 110.

Referring to FIG. 16, CPU 111 of management server 110
determines whether an inquiry whether the card ID can be
used is received from MFP 100 (S101). When the inquiry
whether the card ID can be used is received from MFP 100
(YES in S101), CPU 111 refers to the ID information table
and replies to MFP 100 about the inquiry whether the card ID
in question can be used (S5). Then CPU 111 returns to Step
S101.

In Step S101, when the inquiry whether the card ID can be
used is not received from MFP 100 (NO in S101), CPU 111
determines whether an inquiry about the log information on
the card ID is received from MFP 100 (S103). When the
inquiry about the log information on the card ID is received
from MFP 100 (YES in S103), CPU 111 acquires the log
information corresponding to the card ID in question from the
log information table stored in management server 110 and
transmits the log information to MFP 100 (S9). Then CPU
111 returns to Step S101.

In Step S103, when the inquiry about the log information
on the card ID is not received from MFP 100 (NO in S103),
CPU 111 determines whether an instruction to delete the log
information from the log information table is received from
MEFP 100 (S105). When the instruction to delete the log
information from the log information table is received from
MFP 100 (YES in S105), CPU 111 deletes the log informa-
tion from the log information table (S14 and S35). Then CPU
111 returns to Step S101.

In Step S105, when the instruction to delete the log infor-
mation from the log information table is not received from
MEFP 100 (NO in S105), CPU 111 determines whether an
instruction to store the new log information in the log infor-
mation table is received from MFP 100 (S107). When the
instruction to store the new log information in the log infor-
mation table is received from MFP 100 (YES in S107), CPU
111 stores the log information in the log information table
(S27). Then CPU 111 returns to Step S101.

In Step S107, when the instruction to store the new log
information in the log information table is not received from
MFP 100 (NO in S107), CPU 111 returns to Step S101 to
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determine whether the inquiry whether the card 1D can be
used is received from MFP 100 again (S101).

FIG. 17 is a flowchart illustrating processing of a program
incorporated in card reader 120.

Referring to FIG. 17, CPU 121 of card reader 120 deter-
mines whether the user touches card reader 120 with IC card
130 (S201). When the user touches card reader 120 with IC
card 130 (YES in S201), CPU 121 acquires the card ID and
the information on the setting of the remaining processing
flag from the card storage information of IC card 130, and
starts the communication with MFP 100 to transmit the card
1D and the information on the setting of the remaining pro-
cessing flag (S1). Then CPU 121 returns to Step S201.

In Step 201, when the user does not touch card reader 120
with IC card 130 (NO in S201), CPU 121 determines whether
an instruction to write the log information in IC card 130 is
received from MFP 100 (S203). When the instruction to write
the log information in IC card 130 is received from MFP 100
(YES in S203), CPU 121 writes the log information received
from MFP 100 in IC card 130 (S11 and S33). Then CPU 121
returns to Step S201.

In Step 203, when the instruction to write the log informa-
tion in IC card 130 is not received from MFP 100 (NO in
S203), CPU 121 determines whether an instruction to release
the remaining processing flag from IC card 130 is received
from MFP 100 (S205). When the instruction to release the
remaining processing flag from IC card 130 is received from
MEFP 100 (YES in S205), CPU 121 releases the remaining
processing flag from IC card 130 to change the display state of
display 132 to the state in which nothing is displayed (the
state of FIG. 3) (S16 and S37). Then CPU 121 returns to Step
S201.

In Step S205, when the instruction to release the remaining
processing flag from IC card 130 is received from MFP 100
(NO in S205), CPU 121 determines whether an instruction to
set the remaining processing flag to IC card 130 (S207). When
the instruction to set the remaining processing flag to IC card
130 is received (YES in S207), CPU 121 sets the remaining
processing flag to IC card 130 to display the characters of
“existence of not-yet-written information” on display 132
(S23). Then CPU 121 returns to Step S201.

In Step S207, when the instruction to set the remaining
processing flag to IC card 130 is not received from MFP 100
(NO in S207), CPU 121 determines whether an inquiry
whether IC card 130 is placed on card reader 120 is received
from MFP 100 (S209). When the inquiry whether IC card 130
is placed on card reader 120 is received from MFP 100 (YES
in S209), CPU 121 checks whether IC card 130 is placed on
card reader 120 and reply to MFP 100 (S30). Then CPU 121
returns to Step S201.

In Step S209, when the inquiry whether IC card 130 is
placed on card reader 120 is not received from MFP 100 (NO
in S209), CPU 121 returns to Step S201 to determine whether
the user touches card reader 120 with IC card 130 again
(S201).

Effect of Embodiment

In the log information management system of the embodi-
ment, the remaining processing flag read from the IC card of
the user is checked during the IC card authentication, the
writing of the log information (remaining processing) is
regarded to be not ended when the remaining processing flag
is set, the log information remaining in the management
server is searched and written in the IC card, and the login
processing is executed after the writing of the remaining log
information is completed. When the remaining processing
flag is not set, the writing of the log information is regarded to
be ended, and the login processing is directly executed. When
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the writing of the log information in the IC card is completed,
the remaining processing flag in the IC card is released. After
the login, the remaining processing flag of the user is set to the
IC card.

According to the log information management system of
the embodiment, the remaining processing flag is set after the
login. Therefore, even if the IC card is not held on the card
reader until the job history is fixed, the log information such
as the job history and the billing information can securely be
written in the IC card by the remaining processing flag when
the card reader senses the IC card next time. As a result, the
user-friendliness of the log information management system
is improved.

The configuration in which the IC card is held can be
removed, which eliminates the large, expensive card reader
and card writer. The server that manages the billing informa-
tion can also be removed. As a result, the enlargement of the
system can be suppressed.

When the IC card is sensed while the remaining processing
flag is set, the previous job history is written in the IC card, so
that the previous job history can securely be written in the IC
card before the login.

The log information written in the IC card from the log
information table is deleted after the writing of the log infor-
mation in the IC card is completed, so that the amount of data
of the log information table to be stored can be suppressed.

The IC card includes the display that can change the dis-
play state according to the existence or non-existence of the
setting of the remaining processing flag, so that the user can
learn whether the writing of the log information is completed
from the display state of the display. Particularly, in the case
that the electronic money can be saved in the IC card, the user
can learn whether the unsettled usage charge exists from the
display state of the display. Therefore, the user easily esti-
mates the balance of the electronic money saved in the IC
card, and the user can login to the MFP after saving the
electronic money in the IC card when the balance is estimated
to be little. As a result, the user-friendliness of the log infor-
mation management system can be improved.

Other

In the above embodiment, the log information is written in
the IC card. However, at least some sort of job information
may be written in the IC card, and any kind of job information
may be written in the IC card. For example, the log informa-
tion written in the IC card may include the authentication
result (successful or fail) of the IC card, the job history (how
many pages are transmitted to which destination by which
function), and the billing information (usage charge) that
becomes clear after the job is ended. A magnetic card in which
the information is magnetically stored may be used as the
information storage medium instead of the IC card. A mobile
phone, a personal digital assistance, a USB memory, and a
memory card may be used as the information storage
medium.

The log information table and the ID information table may
be stored anywhere. For example, as illustrated in FIG. 18, the
log information table and the ID information table may be
stored in HDD 14 of MFP 100 instead of storing the log
information table and the ID information table in HDD 114 of
management server 110. In this case, the management server
may be eliminated. Therefore, because the operations of the
management server, such as the authentication of the card ID
and the treatment of the log information, can be performed in
MEFP 100, the network communication between the manage-
ment server 110 and MFP 100 is eliminated, and MFP 100 can
rapidly be operated.
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As illustrated in FIG. 19, for example, the log information
is managed (stored) by the log information tables of both
HDD 114 of management server 110 and HDD 14 of MFP
100 until a given time elapses since the login time, and the log
information in which the given time elapses may be deleted
from the log information table of HDD 14 of MFP 100.
Therefore, because the log information can be acquired in
MEFP 100 until the given time during which the user is sup-
posed to be located close to MFP 100, the network commu-
nication that acquires the log information between the man-
agement server 110 and MFP 100 can be eliminated to rapidly
perform the writing operation of the log information. The log
information is also managed by HDD 114 of management
server 110. Therefore, even if the user logins to another MFP
100, the user can acquire the log information from manage-
ment server 110 to write the log information in IC card 130.

As illustrated in FIG. 20, the log information management
system includes plural MFPs 100a, 1005, . . . and card readers
120a, 12054, . . . that are connected to MEPs 100a, 1005, . . .
respectively, and each of MFPs 100a, 1005, . . . may include
a log information management apparatus. In this case, man-
agement server 110 can collectively manage the log informa-
tion tables of MFPs 100qa, 1005, . . . .

The log information management apparatus may be incor-
porated in management server 110 or card reader 120. As
illustrated in FIG. 21, in the case that card reader 120 is
directly connected to network 140 while the log information
management apparatus and a billing processing device are
incorporated in card reader 120, MFP 100 can conduct com-
munication with a client PC 150 and management server 110
about the job and the like, and card reader 120 can conduct
communication with management server 110 about the man-
agement of the log information and the billing processing.

Inthe embodiment, the log information management appa-
ratus is included in the MFP. Instead of the MFP, the log
information management system may be included in other
image forming apparatus such as the facsimile machine, the
copying machine, and the printer.

The log information is not deleted from the log information
table after the writing, but the pieces of log information on all
the performed jobs may be stored in the log information table.
In this case, the login date and time is written in the card
storage information when the remaining processing flag is
set, the not-yet-written log information of the specific user
may be searched based on the card ID stored in the IC card and
the login date and time.

Any flag may be used as long as whether the remaining
processing is ended can be determined from the outside. For
example, the setting/release of the flag may be expressed by
“1” and “0”, or the setting/release of the flag may be
expressed based on whether specific data is written. The state
in which the specific data is not written may be set to the state
in which the flag is set while the state in which the specific
data is written is set to the state in which the flag is released.

The pieces of processing in the embodiment may be
executed with software or a hardware circuit. A program that
executes the pieces of processing in the embodiment can be
provided, or the program may be provided to the user while
recorded in recording mediums such as a CD-ROM, a flexible
disk, a hard disk, a ROM, a RAM, and a memory card. The
program is executed by a computer such as a CPU. The
program may be downloaded to the apparatus through a com-
munication line such as the Internet.

Accordingly, the embodiment can provide the log informa-
tion management apparatus for the convenient image forming
apparatus, the image forming apparatus, the method for con-
trolling the log information management apparatus for the
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image forming apparatus, and the recording medium in which
the control program of the log information management
apparatus for the image forming apparatus is stored.

Although the present invention has been described and
illustrated in detail, it is clearly understood that the same is by
way of illustration and example only and is not to be taken by
way of limitation, the scope of the present invention being
interpreted by the terms of the appended claims.

What is claimed is:

1. A log information management apparatus for an image
forming apparatus, the log information management appara-
tus comprising:

an identification information acquisition unit to acquire

identification information on a user from an information
storage medium in which said identification information
is stored; and

a processor configured to:

determine whether a flag is set in the information storage

medium from which the identification information is
acquired by said identification information acquisition
unit after said identification information acquisition unit
acquires the identification information, wherein the set
flag indicates that a job history relating to processing by
the user is stored in a storage device, and which job
history has not yet been transferred to the information
storage medium;

write the job history in the information storage medium in

which said processor determined that the flag is set, the
job history being stored by said storage device, said job
history relating to the identification information
acquired by said identification information acquisition
unit;

release the flag after the job history in the storage device is

written by said processor in the information storage
medium;

set a flag indicating that new job processing relating to

billing is not completed to said information storage
medium from which the identification information is
acquired by said identification information acquisition
unit after the flag is released;

cause the image forming apparatus to perform a job after

said flag setting unit sets the flag; and

store a job history performed by said image forming appa-

ratus based on completion of a performance of a job.

2. The log information management apparatus for the
image forming apparatus according to claim 1, wherein,
when a job history a can be written in the information storage
medium from which said identification information acquisi-
tion unit acquires the identification information after said
image forming apparatus performs the job, said processor
writes the job history in the information storage medium.

3. The log information management apparatus for the
image forming apparatus according to claim 1, wherein said
history storage stores the job history after performance of the
job of said image forming apparatus job is completed.

4. The log information management apparatus for the
image forming apparatus according to claim 1, wherein the
processor is further configured to delete the job history, in
which writing is completed, from a content stored in the
history storage after said processor completes writing of the
job history.

5. The log information management apparatus for the
image forming apparatus according to claim 1, wherein said
information storage medium includes a display to be able to
change a display state, and said processor is further config-
ured to change said display state of the display according to
setting or release of the flag.
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6. The log information management apparatus for the
image forming apparatus according to claim 1, wherein the
job history written by said processor includes billing infor-
mation on the job.

7. The log information management apparatus for the
image forming apparatus according to claim 1, wherein said
storage device stores the job history in a storage device of a
management server connected to said image forming appa-
ratus through a communication line.

8. The log information management apparatus for the
image forming apparatus according to claim 1, wherein said
storage device stores a job history in a storage device pro-
vided in said image forming apparatus.

9. An image forming apparatus comprising:

said log information management apparatus for the image
forming apparatus according to claim 1; and

a performance unit that performs a job in response to an
instruction from said processor.

10. A method for controlling a log information manage-
ment apparatus for an image forming apparatus, the method
comprising:

an identification information acquisition step of acquiring
identification information on a user from an information
storage medium in which the identification information
is stored;

a determination step of using a processor to determine
whether a flag is set in the information storage medium
from which the identification information is acquired in
said identification information acquisition step after the
identification information is acquired in said identifica-
tion information acquisition step, wherein the set flag
indicates that a job history relating to processing by the
user is stored in the storage device, and which job history
has not yet been transferred to the information storage
medium,;

a history storing step of using the processor to cause a
storage device to store a job history performed by said
image forming apparatus based on completion of the
performance of a job;

a history writing step of using the processor to write the job
history in the information storage medium in which the
flag is determined to be set in said determination step,
the job history being stored in said history storage step,
said job history relating to the identification information
acquired in said identification information acquisition
step;

a flag releasing step of using the processor to release the
flag set in said flag setting step after the job history is
written in said history writing step;

an executing step of executing login processing after the
flag is released;

aflag setting step of setting a flag indicating that processing
relating to billing is not completed to said information
storage medium from which the identification informa-
tion is acquired by said identification information acqui-
sition unit after login processing; and

ajob performing step to cause the image forming apparatus
to perform a next job after said flag setting unit sets the
flag.

11. A non-transitory computer-readable medium storing a
control program of a log information management apparatus
for an image forming apparatus, said control program causing
a computer to execute processing comprising the steps of:

an identification information acquisition step of acquiring
identification information on a user from an information
storage medium in which the identification information
is stored;
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a determination step of using a processor to determine
whether a flag is set in the information storage medium
from which the identification information is acquired in
said identification information acquisition step after the
identification information is acquired in said identifica-
tion information acquisition step, wherein the set flag
indicates that a job history relating to processing by the
user is stored in the storage device, and which job history
has not yet been transferred to the information storage
medium;

a history storing step of using the processor to cause a
storage device to store a job history performed by said
image forming apparatus based on completion of the
performance of a job;

a history writing step of using the processor to write the job
history in the information storage medium in which the
flag is determined to be set in said determination step,
the job history being stored in said history storage step,
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said job history relating to the identification information
acquired in said identification information acquisition
step;

a flag releasing step of using the processor to release the
flag set in said flag setting step after the job history is
written in said history writing step;

an executing step of executing login processing after the
flag is released;

aflag setting step of setting a flag indicating that processing
relating to billing is not completed to said information
storage medium from which the identification informa-
tion is acquired by said identification information acqui-
sition unit after login processing; and

ajob performing step to cause the image forming apparatus
to perform a next job after said flag setting unit sets the
flag.



